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22. UNIT

23. UNIT PRICE

24. AMOUNT

21. QUANTITY

U.S. ARMY TACOM

6501 EAST ELEVEN MILE ROAD

WARREN MI 48397-5000
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31080 BYCROFT STREET
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U.S. ARMY TACOM
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    INFORMATION CALL:
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2. CONTRACT NO.

3. AWARD/EFFECTIVE DATE

4. ORDER NUMBER

(TYPE OR PRINT)

30b. NAME AND TITLE OF SIGNER

30c. DATE SIGNED

31b. NAME OF CONTRACTING OFFICER

30a. SIGNATURE OF OFFEROR/CONTRACTOR

31a.UNITED STATES OF AMERICA

27a. SOLICITATION INCORPORATES BY REFERENCE FAR 52.212-1. 52.212-4. FAR 52.212-3. 52.212-5 ARE ATTACHED.

25. ACCOUNTING AND APPROPRIATION DATA

1. REQUISITION NUMBER

19. ITEM NO.

20. SCHEDULE OF SUPPLIES/ SERVICES

SEE SCHEDULE

TO ISSUING OFFICE. CONTRACTOR AGREES TO FURNISH AND DELIVER ALL ITEMS

SET FORTH OR OTHERWISE IDENTIFIED ABOVE AND ON ANY ADDITIONAL SHEETS

SUBJECT TO THE TERMS AND CONDITIONS SPECIFIED HEREIN. 

SMALL BUSINESS

HUBZONE SMALL BUSINESS

8(A)

SET ASIDE:

% FOR

PAGE 1 OF

15

OFFEROR TO COMPLETE BLOCKS 12, 17, 23, 24, AND 30

SOLICITATION/CONTRACT/ORDER FOR COMMERCIAL ITEMS

AMSTAC-MIT8-0804

ARE NOT ATTACHED

27b. CONTRACT/PURCHASE ORDER INCORPORATES BY REFERENCE FAR 52.212-4. FAR 52.212-5 IS ATTACHED.

ADDENDA

ARE

ARE NOT ATTACHED

JAY E. LENTZ / CONTRACTING OFFICER

TEL:

586-574-7146

EMAIL:

lentzj@tacom.army.mil

See Schedule

$148,482.60

0

COPIES
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SEE SCHEDULE
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Section SF 1449 - CONTINUATION SHEET

	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	
	1
	Each
	$148,482.60
	$148,482.60 

	
	COLLABORATION SOFTWARE SUPPORT

FFP

Support for the TACOM CIO to install, configure, customize, test, administer, and maintain collaborative work environment application software packages throughout TACOM and its facilities according to the Statement of Work and price breakdown herein.

PURCHASE REQUEST NUMBER: AMSTAC-MIT8-0804

 
	

	
	
	

	
	

	

	
	NET AMT
	$148,482.60

	

	
	ACRN AA Funded Amount
	
	$148,482.60


FOB:  Destination

DELIVERY INFORMATION

	CLIN 
	DELIVERY DATE 
	QUANTITY 
	SHIP TO ADDRESS 
	UIC 

	 
	 
	 
	 
	 

	0001 
	POP 30-SEP-2004 TO

29-SEP-2005 
	N/A 
	U.S. ARMY TACOM

SEE SCHEDULE FOR DELIVERY INFORMATION

WARREN MI 48397-5000

FOB:  Destination 
	W56HZV 


POC / PERF PERD
PERFORMANCE PERIOD:

30 Sep 04 – 29 Sep 05

PERFORMANCE CERTIFIER / POINT of CONTACT:

Raymond Samul

TACOM / AMSTA-CS-TB

Warren, MI 48397-5000

586 574-8705

Alternate:

Jim Ungewitter

TACOM / AMSTA-CS-TB

Warren, MI 48397-5000

586 574-8415

SHIP TO / SUPPORT SITE:

See POC above

SOW
Collaborative Applications Technical Consulting

TACOM Corporate Information Office

Warren, MI

Statement of Work

C1.  OBJECTIVE/SCOPE

To install, configure, customize, test (pilot and production) administer and maintain collaborative work environment application software packages throughout TACOM and its facilities as required.

C2.  BACKGROUND

TACOM is a multifaceted organization with operations worldwide responsible for generating war-fighting capability and sustaining readiness.  TACOM uses a variety of collaborative software packages to support TACOM’s strategic IBE plan.  This plan provides configuration management, document management, and workflow and enterprise search capabilities to TACOM’s various tenants.

C3.  TASK DESCRIPTION

The Contractor will be responsible for providing qualified personnel to perform the following tasks.

PROJECT REQUIREMENTS:

Software Installation: The Contractor will work with Government and other Contractor personnel in the planning and implementation of all Collaborative Application software components(for example: Windchill Enterprise, Oracle, Iplanet & Aphelion) at the TACOM Warren site and other sites that will be determined based on need.  The Contractor will provide application support cross training to all team members.  They will also provide code walk thru’s and appropriate exit documentation outlining customization and configuration activities.  

Software Development: The Contractor will work with Government and other Contractor personnel to extend the collaborative software capabilities.  They will participate in the development and implementation of custom coding utilizing Windchill, Java, JSP, C++, Cold Fusion, Dynamic Client Architecture(DCA),Oracle, SQL, VBScript and XML technologies.

Software Maintenance/Support The Contractor will work with Government and other Contractor personnel to resolve application support calls.  The Contractor may also be called upon to create business requirement documents or provide training classes as necessary.

Performance Tuning: The Contractor will work with Government and other Contractor personnel to develop system architecture guidelines to support robust scalable software solutions.  They will also assist with performance tuning to the Windchill Enterprise, Web Server, LDAP, Oracle and various application software packages.  Typical tuning activities to include setting the virtual memory, garbage collection, table sizes, connection pooling and multiple method servers.   

Application Backup & Recovery: The Contractor will work with Government and other Contractor personnel to develop an extensive backup and recovery plan.  The recovery plan will be documented and tested in coordination with the DOIM personnel. 

Software Migration:  The Contractor will work with Government and other Contractor personnel to migrate software applications. This will require a detailed unit and system test plan as well as regression testing.  
C4.  DELIVERABLES:

The Contractor shall provide exit documentation for all software customization and performance tuning activities.  They will jointly develop an extensive Backup/Recovery Plans and Windchill architecture plan.  Deliverables will be due two weeks before end of contract.

C5.  CONTROL PROCEDURES:

1.  Quality Control Measures.

a. Bi-weekly project and/or tasks and status reports for all Task Orders.  The Contractor shall keep Government personnel apprised of the status of all work at all times to include problems, solutions, risk analysis and possible enhancements.

b. The Contractor shall attend, participate in, and/or conduct meetings when requested by the Government.

c. The Contractor shall provide access to all records and data.  The Government shall have retention rights to all data, reports, assessments, software packages, training materials, technical publications, and analyses.

2.  Quality and effectiveness of end products.

a. Each product delivered to TACOM-Warren will be subjected to functional and technical reviews prior to formal acceptance to ensure that all deliverables satisfy CIO requirements as stated in the SOW.  The only individual authorized to make formal acceptance of deliverables is the COR.

b. All programming will be compatible with existing TACOM-Warren systems and hardware and will seamlessly interface with AMC standard and TACOM unique programs and hardware.

c. The Contractor shall submit training course outlines and a list of all materials and training aids to the Government for review before the start of actual training.  The Contractor shall give each student one reproducible hardcopy of all training materials used during class.

d. Training and systems documentation shall be clear and understandable to Government personnel.  WINDCHILL and other programs shall be within the parameters of the existing TACOM hardware, software and personnel for implementation, use, administration and maintenance.

e. Each product delivered must meet Section 508 Rehabilitation Act compliance. 

f. Each product delivered must meet Enterprise Architecture Plan (EAP) compliance. 

g. Each product delivered must meet Information Assurance compliance. 

C5.1 PERFORMANCE REQUIREMENTS SUMMARY 

	Performance Outcome
	Performance Standard (and AQL)
	Method of Performance Assessment

	Software Installation

Ref. C3
	The contractor will work with Government and other contractor personnel in the planning & implementation of all Collaborative Application software components. 
	100% inspection by the COR.  Ref. C5

	
	
	

	Software Development 

Ref. C3
	The contractor will work with Government and others contractor personnel to extend the collaborative software capabilities. 
	100% inspection by the COR  Ref. C5



	
	
	

	Software Maintenance/Support

Ref. C3
	The contractor will work with Government and other contractor personnel to resolve application support calls. 
	100% inspection by the COR  Ref. C5



	
	
	

	Performance Tuning

Ref. C3
	The contractor will work with Government and other contractor personnel to develop system architecture guidelines to support robust scalable software solutions. 
	100% responsive by the COR.  Ref. C5

	
	
	

	Application Backup & Recovery 

Ref. C3


	The contractor will work with Government and other contractor personnel to develop an extensive backup and recovery plan. 
	100% inspection by the COR  Ref. C5



	
	
	

	Software Migration

Ref. C3
	The contractor will work with Government and other contractor personnel to migrate software applications. 
	100% inspection by the COR  Ref. C5




C6.  PERIOD OF PERFORMANCE:  The period of performance for this effort shall commence 30 Sep 04 and continue until funds are exhausted.  All work will be performed during a normal 8 hour day - starting no earlier than 0700 and ending no later than 1730 hours – and a normal workweek – Monday through Friday.  Federal Holidays are excluded from the regular workweek.  Overtime is prohibited unless approved by the Government.

C7.  GOVERNMENT FURNISHED FACILITIES, EQUIPMENT AND SERVICES: 

The Government Shall Provide the Following: 

· A work area for Contractor personnel. 

· Personal computers with network printing capabilities, E-mail and Web (Intranet/Internet) access.

· Software required performing task activities.

· Class A telephones.

· Contractor personnel identification badges, which shall be worn in the workplace.

· Applicable userids and passwords.

· Government property is not to be taken from the work place, nor modified without Government permission.  The Contractor is fully responsible for acceptability of its employees for purposes of facilities access, network access, and failure of its employees to gain access to either facilities or the network and any resultant delay in contract performance is not the responsibility of the Government.

The Contractor shall provide on-site consultants at TACOM Warren or within facilities identified by the Government for one-man year.  Any deviations to this schedule will be approved in advance by the Government COR.  The consultants must have appropriate security clearances to operate computer equipment at TACOM.  The Contractor shall reside and provide support for the CIO Mission with a desk provided in the CIO.  Any equipment issued to the Contractor will be documented on a Government Furnished Equipment hand receipt; Contractor will be accountable for furnished equipment.

C8.  PLACE OF PERFORMANCE: The Contractor will provide these support services at the TACOM Warren site and other facilities that will be determined based on need.

C9.  SECURITY AND PRIVACY:

This work is UNCLASSIFIED in its entirety.


All personnel that access Government-owned or operated automated computer systems, networks, or databases must have a security investigation.  The minimum investigative requirements to access unclassified Government automated systems are a National Agency Check (NAC), or National Agency Check with written Inquiries (NACI).   An investigation in process is acceptable.  Non-U.S. Citizens must be Permanent Resident Aliens.  Individuals must also receive and certify to an Information Systems Security briefing.  

1. Contractor staff who are U.S. citizens must have either Government security clearances or a favorable background investigation (National Agency Check) performed by Defense Security Services Contractor (DISCO).

2. Contractor staffs, which are foreign nationals, cannot receive a Government security clearance, but must have a favorable background investigation (National Security Check) performed by DISCO.  Contractor staffs who are Non-U.S. citizens must be permanent resident aliens.

TASKS
	Task
	Description
	Hours
	Labor Category
	Rate
	Total

	
	
	
	
	
	

	 
	Software Installation. 
	 
	 
	 
	 

	1
	In conjunction with government and other contractor personnel assist in the planning and implementation of all Collaborative Application software components (to include Windchill Enterprise, Oracle, Iplanet & Aphelion) at the TACOM Warren and other sites that will be determined based on need.  Provide application support cross training to all team members, conduct code walk thru’s and provide appropriate exit documentation outlining customization and configuration activities
	80
	SPII
	$84.94
	$6,795.20 

	
	
	20
	PII
	$70.70
	$1,414.00 

	 
	Software Development
	 
	 
	 
	 

	2
	Provide personnel to work with both Government and other Contractor personnel to extend collaborative software capabilities to include the provision of personnel to participate in the development and implementation of custom coding utilizing Java, JSP, C++, Cold Fusion, Dynamic Client Architecture(DCA),Oracle, SQL, VBScript and XML technologies..
	960
	SPII
	$84.94
	$81,542.40 

	
	
	120
	PII
	$70.70
	$8,484.00 

	 
	Software Maintenance/Support
	 
	 
	 
	 

	3
	Provide support to Government and other Contractor personnel to resolve application support calls.  This includes the creation of Business requirement documents and/or training classes as necessary.
	240
	SPII
	$84.94
	$20,385.60 

	
	
	40
	PII
	$70.70
	$2,828.00 


	Task
	Description
	Hours
	Labor Category
	Rate
	Total

	 
	Performance Tuning
	 
	 
	 
	 

	4
	In conjunction with Government and other Contractor personnel, develop system architecture guidelines to support robust scalable software solutions.  Provide assistance with performance tuning to the Windchill Enterprise, Web Server, LDAP, Oracle and various application software packages.  
	40
	SPII
	$84.94
	$3,397.60 

	
	
	40
	PII
	$70.70
	$2,828.00 

	 
	Application Backup & Recovery
	 
	 
	 
	 

	5
	In conjunction with Government and other Contractor personnel assist in the development of an extensive backup and recovery plan to be documented and tested in coordination with DOIM personnel.  
	160
	SPII
	$84.94
	$13,590.40 

	
	
	20
	PII
	$70.70
	$1,414.00 

	 
	Software Migration
	 
	 
	 
	 

	6
	In conjunction with Government and other Contractor personnel to migrate software applications, to include developing detailed unit and system test plans, software release planning and regression testing.      
	60
	SPII
	$84.94
	$5,096.40 

	
	
	10
	PII
	$70.70
	$707.00 

	 
	Proposal Total
	1790
	 
	 
	$148,482.60 


508 / SECURITY
508 / SECURITY
508 COMPLIANCE:  All hardware/software must be Section 508 compliant.  If it is deemed non-compliant it the responsibility of the contractor to make it compliant at the cost of the contractor.

If you want to know more about Section 508, please refer to the following websites:

http://section508.gov/
http://erc/admin/ercadm.htm#Accessibility
http://www.army.mil/disc4/cio/508questionaire/508intro.htm
http://www.fcw.com/fcw/articles/2001/0409/cov-main-04-09-01.asp 

AUTOMATED INFORMATION SYSTEM SECURITY REQUIREMENT:

1.  Contractor will comply with all Department of the Army Directives, AR 380-19, AMC Suppl 1 to AR 380-19 and Army Material Command (AMC) security directives, Corporate Information Office (CIO) and Directorate Intelligence Security Division, memorandums, and numbered messages.  All new systems require accreditation and certification that connect to TACOM computer systems and must be approved by the CIO before connection is accepted.  Personnel who require access to SBU (Sensitive but Unclassified) defense information because of their duties in repairing or working on Automation Information System Equipment or Software will be appropriately investigated based on the sensitivity of the ADP position held.  ADP sensitivity designations are ADP-1 for critical-sensitive, ADP-II for Noncritical-sensitive and ADP III for Nonsensitive.  Before technician can work on ADP hardware/software, Investigation must be completed.

    a. The requesting agency/contractor should have a contract with TACOM and a point of contact person here at TACOM which should be an Information Assurance Security Officers (IASO). The IASO is knowledgeable of these security requirements and would be the person responsible for that agency/contractor. 

    b. If remote access is needed for this agency/contractor to TACOM-Warren Automated Data Processing (ADP) systems and Sensitive But Unclassified (SBU) Information will be accessed during the contract the agency/contractor must use an National Security Agency approved method to encrypt this information if it is sent/received outside this Command.  The use of a commercial Internet Service Provider for receipt of government information is prohibited.  A Terminal Server Access Controller System (TSACS) Account must be established and used for government email and installed on a government machine.

2. The security measures below are consistent with Dept of the Army security policies and directives and are required to protect the TACOM-Warren TWNET. The goal is to ensure the confidentiality, integrity, and availability of Dept of the Army automation assets and software and to reduce cracker, hacker, and malicious code attacks to the maximum extent possible.
    a. In accordance with (IAW) AMSTA-CM-XS Message #17 ADP I, ADP II, ADP III Positions, 2 Apr 1996, agency/contractor employees must be designated as ADP I, ADP II, or ADP III positions. Personnel who require access to SBU (Sensitive but Unclassified) defense information because of their duties with an AIS will be appropriately investigated based on the sensitivity of the ADP position held. ADP sensitivity Designations are ADP-I for critical-sensitive, ADP-II for noncritical-sensitive and ADP-III for Non-sensitive. The IASO will designate the position sensitivity in accordance with message #17. Before assumption of ADP duties, an SF85P or SF86 must be completed and sent by your Facility Security Officer (FSO) direct to Defense Security Service for each individual requiring access.  A copy of the SF85P or SF86 must be sent to AMSTA-CM-XSC for review, who will summarize their findings and provide same to the TACOM Designated Approving Authority (DAA) who can grant interim access to agency/contractor employees if the required investigation has been submitted by your FSO to DSS and a EPSQ receipt is faxed to AMSTA-CM-XSC at DSN 786-6362, or (810) 574-6362 - AND if there are no derogatory issues found. The SF85P or SF86 copies can be mailed to: CDR U.S. Army TACOM, 6501 E. 11 Mile Road, ATTN: AMSTA-CM-XSC, Warren, MI 48397-5000.  Contractor will be responsible for submitting their required security investigations to the Defense Investigative Service Clearance Office (DISCO).  Upon request contractor will provide security investigation data to Directorate Intelligence Security Division, so their personnel can be incorporated into the TACOM-Warren Security Clearance Roster. 
        (1) Personnel assigned to ADP II positions must have a favorably completed investigation (National Agency Check (NAC) or a National Agency Check with Inquires (NACI), Complete SF 86 and FD 258 before access to a Department of the Army automation network and information can be granted.
    b. IAW AMSTA-CM-XS Encl 1 (Automated Information Systems Annual Security Message Briefing, 23 Sep 1999) to message #17 ADP 1, ADP II, ADP III Positions, 2 Apr 1996, All agency/contractor employees who have access to TACOM computers must each read and sign a copy of Encl 1.
    c. IAW AMSTA-CM-XS INFO #33 How to Complete Security Forms Using EPSQ, 30 Oct 1996, and the four Page Handout on Guidelines for Completing the SF 86 Using the Electronic Personnel Security Questionnaire (EPSQ) which was distributed to Security Coordinators and Information Assurance Security Officers at the 23 Sep 1999, TACOM-Warren Quarterly Security Conference, all agency/contractor individuals must submit SF86 forms in the EPSQ format and FD 258 (Fingerprint cards).
        (1) Note: Local Police Departments will normally take fingerprints for a small fee. An alternative is to make an appointment with the nearest DoD facility that has a Security Office trained and equipped to take fingerprints.
    d. IAW TACOM Directives submit the required completed forms for all agency/contractor employees that require TWNET, and TSACS, access. The required forms are available in the TWNET Forms crib and are below as an attachment.
        (1) New TWNET Account (TUA01).
        (2) Trusted System Application (TUA 12) with attachments.
        (3) Contractor/Vendor Terminal Server Access Controller System (TSACS) Account and Password Request.
        (4) An Accreditation and Certification process for each AIS (Automated Information System) that connects to TACOM computer systems must be reviewed by the Information Assurance Manager (IAM) Mr. Steve Twynham and then forwarded to the DAA for final approval before connection is accepted.
    e. IAW Dept of the Army Directives, AR 380-19, and AMC Suppl 1 to AR 380-19, agency/contractor must have malicious code protection on their PC/s used to connect to the TACOM-Warren, TWNET. Malicious code protection must be monitored daily for updates and immediate implementation. TACOM-Warren uses the most current version of Norton Anti-virus software and McAfee Anti-virus software.
        (1) Report any malicious code problems or thefts of equipment, software, or code to the TACOM-Warren IASO. The IASO will forward automation security concerns to his/her supporting Information Assurance Manager (IAM).
    f. Secure the computer equipment and information associated with this contract in a locked office or container, and locked building. 
        (1) Ensure only personnel designated to work on this contract have access to the computer equipment and information.
        (2) Foreign Nationals must not have access to this equipment and information.
        (3) Identify the physical security measures (i.e. locked office, locked buildings, building alarms etc.) in place to protect the contract-associated equipment and information at the agency/contractor location. Provide a short description and diagram. 
    g. Corporate Information Office (CIO), when issuing an agency/contractor e-mail accounts, will ensure that their names, when displayed, show they are contractors and not government employees. 
    h. Access for agency/contractor will be limited to the TWNET and servers directly related to their contract work.
    i. Each agency/contractor employee associated with this contract must have a unique Department of the Army issued password and user ID. User IDs and Passwords will not be shared among employees.
    j. Coordinate with CIO - TACOM to ensure computers used by the agency/contractor are properly configured to work with TSACS and the TWNET.
    l. On completion of the project/contract the agency/contractor will notify the TACOM IASO, who will then notify the TACOM Information Assurance Team and CIO help desk, so the TWNET, and TSACS access can be terminated.

3. POC for this action is Mr. Jack Ciraulo, AMSTA-CM- ISS(IA), 810-574-8431 or Mr. Steve Twynham, 810-574-4117. 
ACCOUNTING AND APPROPRIATION DATA

	AA: 
	2142020000046D80304236120000025120000004C6ORCL25193MIT80804S20113 

	AMOUNT: 
	$148,482.60 


CLAUSES INCORPORATED BY FULL TEXT

PROMPT PAYMENT (INVOICES )                                                    (JUNE 2000)

1.  In accordance with the Prompt Payment Clause (FAR 52.232.25), this guidance is provided for the submission of invoices.

2.  An invoice is the Contractor's bill or written request for payment under the order for supplies delivered or services performed.  An invoice shall be prepared and submitted to the designated billing office specified in the order.

3.  Submit your invoice, preferably by email or through other electronic means, to EITHER:

_X___ CONTRACTINVOICE@tacom.army.mil     OR

_____ the administrator at the address on the face page of this contract

(If none of these is checked, send it to the first address: CONTRACTINVOICE@tacom.army.mil  )


4.  A proper invoice must include the following items:

        (a)  Name and address of the Contractor

(b)
Invoice date

(c)
Order number or other authorization for supplies delivered or services   performed (including order number and contract line item number  CLIN)

(d)
Description, quantity, unit of measure, unit price, and  extended price of supplies delivered or services  performed. 

(e)
Shipping and payment terms (e.g., shipment number and date of shipment, prompt payment discount terms).  Bill of lading number and weight of shipment will be shown for  shipment on Government bills of lading

(f)
Name and address of Contractor to whom payment is to be sent (must be as specified in the order or in proper notice of assignment) 

(g)
Tax payer ID number. 

(h)
Any other information or documentation required by other requirements of the order (such as evidence of shipment)

NOTE:  ALL INVOICES FAILING TO PROVIDE THE REQUIRED INFORMATION WILL BE RETURNED UNPAID.

5.  Interest penalties to be paid by the Government if payment is not made within the applicable time limits specified by the Prompt Payment Act, are subject to the following conditions:

(a)  A proper invoice was received by the designated billing office   

(b)  A receiving report or other Government documentation authorizing payment was processed and there was no disagreement over quantity, quality, or contractor compliance with any term or condition.

(c)  In the case of a final invoice for any balance of funds due the Contractor for supplies delivered or services performed, the amount was not subject to further contract settlement actions between the Government and the Contractor.

(end of clause)

IS6205

52.239-4001 (TACOM)

YEAR 2000 (Y2K) COMPLIANCE                                                                                            (MAY 1999)

(a) In the event that this contract calls for the delivery of any data processing hardware, software and/or firmware (to be referred to as information technology), such deliverables shall be required to perform accurate date/time processing involving dates subsequent to December 31, 1999. The information technology shall be Year 2000 compliant upon delivery

(b) Definition. Year 2000 compliant means information technology that accurately processes date/time data (including, but not limited to, calculating, comparing, and sequencing) from, into, and between the twentieth and twenty-first centuries, and the years 1999 and 2000 and leap year calculations. Furthermore, Year 2000 compliant information technology, when used in combination with other information technology, shall accurately process date/time data if the other information technology properly exchanges date/time data with it.

(c) If this contract contains another provision requiring Y2K compliance, that provision shall take precedence.

***

                               PAYMENT ADDRESS (DEC 1988)

Note:  Payment to be made to the address on Contractor’s invoice.

